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KEY OBSERVATIONS

¢ƘŜ !a[κ/C¢ ммǘƘ !ƴƴǳŀƭ {ǳƳƳƛǘ όLƴŘƛŀύ нлннΣ LƴŘƛŀΩǎ ŦƭŀƎǎƘƛǇ ŎƻƴŦŜǊŜƴŎŜ ƻƴ !ƴǘƛ-Money 
Laundering and Countering Financing of Terrorism (AML/CFT) - was held as an in-person event after a 
pandemic-induced hiatus of two years. The venue for the Summit held in Mumbai on May 10, 2022, 
was the Courtyard Marriott Hotel, Andheri. The Summit provided an opportunity for in-person 
interaction around AML/CFT in line with CƛƴǘŜƭŜƪǘΩǎƳƛǎǎƛƻƴ ƻŦ ΨǳƴƛǘƛƴƎ ǎǘŀƪŜƘƻƭŘŜǊǎ ǘƻǿŀǊŘǎ ŀ 
ǎǘǊƻƴƎŜǊ !a[κ/C¢ ǊŜƎƛƳŜΩΦ ¢ƘŜ ŀƎŜƴŘŀ ŦƻǊ ǘƘŜ Řŀȅ ǇǊƻǾƛŘŜŘ ŀƳǇƭŜ ǎŎƻǇŜ ŦƻǊ ǎǘǊŀǘŜƎƛŎ ŘƛŀƭƻƎǳŜ ŀƴŘ 
discussion towards appraising the performance of AML/CFT controls, identifying areas for 
improvement, and ensuring a longer-term focus on strengthening the AML regime in the country, 
while keeping in mind the upcoming FATF Mutual Evaluation. 

Å The need for a better 
understanding of evolving 
risks in areas such as digital 
payments and 
cryptocurrencies

Å The blurring lines between 
fraud and money laundering 
and the need for a collective 
response

Å Improving the effectiveness 
of the AML/CFT programme 
through ongoing due 
diligence, robust transaction 
monitoring and focused 
Suspicious Transaction 
Reports (STRs)

Å Focus on beneficial 
ownership and risks posed 
by the Designated Non-
Financial Businesses and 
Professions (DNFBP) sector 
in view of the upcoming 
Financial Action Task Force 
(FATF) Mutual Evaluation. 

Å Greater information sharing 
through public-private 
partnerships and working 
more closely with 
regulators, the Financial 
Intelligence Unit India (FIU-
IND) and Law Enforcement 
Agencies (LEAs) in the areas 
of fraud and money 
laundering.



PANKAJ KUMAR MISHRA, IRS
Director, Financial Intelligence Unit India (FIU-IND)
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KEYNOTE ADDRESS BY PANKAJ KUMAR MISHRA, DIRECTOR, FIU-IND

Joining the conference virtually, the Director FIU-IND provided valuable inputs to the AML/CFT professionals on various aspects:

Prioritizing STRs in a Public-Private Partnership Model
The system of prioritization of STRs by reporting entities (REs) which was introduced by the FIU two years back is working well and is now being formalized. A priority STR jumps the 
processing queue and is disseminated to LEAs within 1-2 days. Approximately 80% of priority STRs deserve to be prioritized. 

Operational Analysis
Based on the prioritized STRs, the FIU has been issuing guidance in the form of trends and typologies. Till last year, 45 operational analyses which are either theme based, or target 
based were shared with REs.This has also allowed the FIU insights into regulatory issues which are discussed with concerned regulators and is helping towards creating a better 
framework of AML/CFT in India.

Introduction of FINNET 2.0
FINNET 2.0 is envisaged as a big leap to the ability of the FIU to process, disseminate and further improve and enrich the quality of STRs. The FIU has involved REs for their views and 
suggestions on the new portal. A learning management system has also been rolled out on the portal and REs are being encouraged to take advantage of it for themselves and their 
teams. 

Payment Intermediaries
The lack of complete details from payment intermediaries such as sender and recipient details, is creating blind spots. At timesbanks get this information after a delay. Banks need to 
strengthen the agreements that they enter with payment intermediaries. The industry association is encouraged to draft a model agreement to prevent and mitigate the risks. 



KEYNOTE ADDRESS BY PANKAJ KUMAR MISHRA, DIRECTOR, FIU-IND

Gift Cards
There have been cases of gift cards issued by banks in partnership with corporate 
partners and direct marketing agents, which were purchased in bulk using fictitious 
names. The Know Your Customer (KYC) function in these cases are being delegated to 
corporate partners, but not being carried out properly. 

Due Diligence for Corporates
Companies are registering using addresses of co-working spaces, sometimes resulting 
into multiple companies using the same address. However, when LEAs try to locate 
them, they cannot be found. FIs should ensure a proper KYC or customer due diligence 
(CDD) for corporate customers. Proper physical verification and audit of this 
verification should be done. 

Employee Bank Accounts
Bank accounts are being opened by relatives of bank employees, often under 
fraudulent names or government concerns. These accounts are found to be used for 
cheating, fraud and misappropriation of funds. Banks should mandate full disclosure 
from employees if relatives are opening accounts, so that compliance teams can 
monitor those accounts. 

Lb5L!Ω{ ¦t/haLbD a¦¢¦![ 9±![¦!¢Lhb

The FATF team would be meeting a select number of private sector players 
for their understanding of the standards and other aspects of AML and CFT. 
The private sector needs to ensure: 

ÅWell-documented risk assessment of the products and geography in 
which they operate, covering the risk on various aspects.

Å Demonstrate a good understanding of the risks and a well-documented 
policy to mitigate the risks.

Å Display good understanding of ML trends and methodologies and risks 
that emanate from branches abroad.

Å Display good understanding and identification of beneficial ownership 
under the Prevention of Money Laundering Act (PMLA) rules.

Å This preparation and understanding should lead to sharper focus on STRs 
and lead to quality rather than quantity.



¢I9 wh[9 hC ¢I9 twL±!¢9 {9/¢hw Lb Lb5L!Ω{ ¦t/haLbD 
MUTUAL EVALUATION

PANEL DISCUSSION

Moderator:
Pramod Khandelwal, Trainer and Consultant, Fintelekt Advisory Services

Panelists:
Jagat Kant Choudhary, Deputy General Manager AML/CFT, State Bank of India
Kevin Gomez, Principal Officer & Head AML Compliance, Axis Bank
Prabhat Gupta, Managing Director ςHead ςLegal & Compliance and Company Secretary, DBS 
Bank India
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The financial services sector is an important stakeholder in the mutual evaluation 
process. The panel discussed expectations from the private sector and measures that 
can be taken to strengthen the existing processes in line with FATF 40 
recommendations.

Achieving technical compliance in the upcoming FATF mutual evaluation on the 40 
recommendations is not seen to be a challenge. India has done commendable work in 
areas such as strengthening customer due diligence and legislative and regulatory 
reforms in the tax sectors. 

However, in the areas of beneficial ownership (BO) and DNFBPs, there is still a long 
way to go. New technologies will be under scrutiny and ensuring that ML/TF risks are 
taken care of before products are launched, will be a matter of concern considering 
the speed at which they are currently launched.

On the 11 immediate outcomes which measure effectiveness of the AML/CFT regime, 
not many countries have been able to demonstrate success. 

To demonstrate success in this, India will require co-ordination amongst different 
agencies and demonstration of action in asset confiscation and prosecution. 

PANEL SUGGESTIONS

Å The Reserve Bank of India (RBI) and FIU can be both involved in 
information sharing. For e.g., the fraud database helps banks to be better 
prepared on frauds. 

Å Banks currently perform transaction monitoring in a variety of ways and 
some common basis can be established to ensure consistent results. 

Å Most FIUs are part of the Egmont Group ςFIU-IND can share information 
about trends and typologies in other countries to help the private sector 
be better prepared.

Å More clarity is required on tracking and reporting of cryptocurrency 
transactions. Banks can understand the deposit leg of the transaction 
currently, but do not have clarity beyond that. 



RISING COMPLIANCE COSTS IN INDIA
Where we are now | How detrimental it could get | What we need to do

PRESENTATION

Speaker:
Suresh Vytla, Sales Director, LexisNexis Risk Solutions



RISING COMPLIANCE COSTS IN INDIA

Suresh Vytlapresented the findings of the True Cost of Financial Crime Compliance 
study by LexisNexis® Risk Solutions. This study  included an India / Global survey of 
decision makers within the financial crime compliance (FCC) functions across all 
financial services types.

Key Findings

Cost of financial crime compliance has risen significantly since 2020; labour and 
technology being the key areas of spending.

Increasing level and variety of financial crimes involving digital payments and 
cryptocurrency among others.

Financial institutions are dealing with a broader set of screening and compliance 
operations challenges such as alerts resolution efficiency, identification of Politically 
Exposed Persons (PEPs), customer risk profiling, sanctions screening, etc.

COVID-мф Ƙŀǎ Ǉǳǘ ŀ ŦǳǊǘƘŜǊ ŘŀƳǇŜƴŜǊ ƻƴ LƴŘƛŀƴ ŦƛƴŀƴŎƛŀƭ ƛƴǎǘƛǘǳǘƛƻƴǎΩ ǇǊƻŘǳŎǘƛǾƛǘȅΦ

Financial institutions that have invested in technology solutions to support financial 
crime compliance efforts have experienced less severe impacts to cost and compliance 
operations.

BUSINESS IMPLICATIONS

Å The digital transformation is a game changer for financial crime 
compliance operations.

Å There is a linkage between the pandemic, digital crime & increasing 
compliance pressures.

Å Skilled compliance professionals will continue to be in demand as 
financial crime grows in complexity. But technology does not need to 
replace human involvement; it can augment it to improve compliance 
processes and reduce the need for bringing on more resources.

Å In addition to technology, it is essential to have robust and accurate data.



IMPROVING STR QUALITY AND ADDRESSING REGULATORY 
CONCERNS

PANEL DISCUSSION

Moderator: 
CharanRawat, Head of Compliance, Rabobank

Panelists:
Amita Ajgaonkar, Head ςKYC/AML & Senior Vice President ςCompliance, RBL Bank
JairamManglani, Country Head, FCC & Principal Officer, Financial Crime Compliance, Standard 
Chartered Bank
Sarita Nair, Senior Vice President and Head ςAnti Money Laundering, HDFC Bank
Samir Bhatankar, Interim Principal Officer & Lead-AML & KYC Compliance, IDFC First
Sharad Nair, Trainer & Consultant, FintelektAdvisory Services



IMPROVING STR QUALITY AND ADDRESSING REGULATORY CONCERNS

Focus on quality and application of mind are the key expectations by the FIU. The STR 
should be concise and clear and mention the exact problem, avoiding pages and pages 
of narrative with no conclusion.

Banks are often stuck between two regulators ςwhile the RBI expects STRs to be filed 
for fraud, the FIU is discouraging defensive STRs. Banks need to therefore strike the 
right balance. 

In terms of the internal framework within the organisation, for a quality STR, apart 
from robust transaction monitoring, the contribution from product, business, 
operations and compliance teams is equally important. Unless they join hands, the 
compliance officer cannot identify the money laundering angle. 

wŜƎǳƭŀǘƻǊǎ ƘŀǾŜ ǎǘǊŜǎǎŜŘ ǘƛƳŜ ŀƴŘ ŀƎŀƛƴ ƻƴ ΨƭƛǾŜΩ ǎǳǎǇƛŎƛƻǳǎ ǘǊŀƴǎŀŎǘƛƻƴ 
reports (STRs) and highlighted the importance of accurate, complete, and 
timely STRs to increase their value to law enforcement agencies. 

The panel discussed strategies to improve the effectiveness of STRs, 
especially addressing concerns raised and recommendations provided by 
the FIU-IND.

Training business and operations people on aspects of money laundering is critical. There is no standard document to learn about AML. It comes out of an understanding and aptitude 
to know how criminals work.

Due to video-based customer identification, customers are opening accounts from anywhere, leading to a change in the STR mix in the absence of physical boundaries. Banks are filing 
more STRs on money mules and digital frauds. 



GOING BEYOND SANCTIONS
De-mystifying Complex Ownership Structures while Navigating the Regulatory 
Landscape

PRESENTATION

Speaker:
SambitMohanty, Director ςY¸/ {ŀƭŜǎΣ {ƻǳǘƘ !ǎƛŀΣ aƻƻŘȅΩǎ !ƴŀƭȅǘƛŎǎ



GOING BEYOND SANCTIONS

Understanding ownership structures is a critical requirement from an AML perspective 
ōǳǘ ƛǎƴΩǘ ŀǎ ǎǘǊŀƛƎƘǘŦƻǊǿŀǊŘ ŀǎ ƛǘ ǎŜŜƳǎΦ ¢ƘŜ ǎŜǎǎƛƻƴ ŎƻǾŜǊŜŘ ǊŜƎǳƭŀǘƛƻƴǎ κ ƎǳƛŘŀƴŎŜ 
and best practices around ownership structures and beneficial ownership, while 
touching upon ways on how financial institutions can adhere to these requirements in 
a rapidly changing regulatory landscape.

Action Plan and Best Practices for Financial Institutions

Know your customers, counterparties and supply chain: Data management, due 
diligence and calibrated screening.

Review existing master data to ensure you are not doing businesswith restricted 
entities. Identify all beneficial owners of customers, counter parties and suppliers.

Stay aware of offshore holding companies, intermediary companies, trusts, or other 
complex/opaque ownership structures.

Ensure transactions are screened in real-time against relevant sanctions lists using 
well-calibrated name matching logic with daily monitoring.

Identify all commercial relationships with politicallyexposed persons (PEPs). Conduct 
enhanced due diligence on any transactions.

Identify high-risk jurisdictional and sector relationships (including associated beneficial 
owners), rescreen and ensuring ongoing monitoring. 

COMMON CHALLENGES IN IMPLEMENTING BENEFICIAL OWNERSHIP 
MEASURES

Å Inadequate risk assessment.

Å Inadequate measures to ensure information on BO is accurate and up to 
date.

Å Inadequate mechanisms to ensure competent authorities had timely 
access to BO information.

Å Insufficient measures to address the ML/TF risks of bearer shares and 
nominee shareholder agreements.

Å Lack of effective, proportionate and dissuasive sanctions on companies 
which failed to provide accurate and up to date information on BO.

Å Inadequate mechanisms for monitoring the quality of assistance received 
from other countries.



ONGOING DUE DILIGENCE: PROACTIVE STEPS TO REALLY 
KNOW YOUR CUSTOMER

PANEL DISCUSSION

Moderator: 
Ravi Lahoti, Chief Audit Executive, Bandhan Bank

Panelists:
Nitin Kataria, Head, Anti Financial Crime, South Asia, Deutsche Bank
Praveen Mohan Dayal, Senior Vice-President, HSBC
Arti Shekhar, Chief Compliance Officer, Kotak Mahindra Prime
Devendra Raghav, Head of Compliance and Internal Control, Qatar National Bank
Amit Retharekar, Principal Officer, The KaradUrban Co-op Bank


